The Nine Billion Names of the Web [1]: More Internet Domain Names Coming
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Shakespeare memorably wrote that “a rose, by any other name, would smell as sweet.” We soon may see whether that observation from Romeo and Juliet in the 16th century transfers to the 21st century Internet, as the folks who run the World Wide Web prepare to make the biggest-ever change to its domain name system (DNS).

Starting in January, 2012, you can apply to invent and use your very own top-level domain instead of .com or .org.[2] For a small number of very large fashion and luxury firms, it may make sense to go through the intricate and costly process to do this, and we provide below a necessarily abbreviated overview of what that will entail. For others, such an undertaking will be about as appealing as trying to get a territorial exclusive for Mars. Nonetheless, most brands will want to take some steps to combat new knock-off opportunities the process may create. We offer some thoughts on that, too.

Start at the Top

First, some background. An important part of an Internet address is the bit at the end after the last period — for instance, the “.com” in our law firm’s Web address, www.schiffhardtin.com. “.Com” — short for commerce — is one of the original generic top-level domains (or, in a strong bid for world’s least user-friendly acronym, gTLDs).[3] There also are after-the-last-dot abbreviations for countries — “.ca” for Canada, for example. There are over 250 of these ccTLDs, or country code top-level domains.

Up until now, the main Internet legal concern for most fashion and luxe brands has been when someone uses the brand’s name or trademark (or a close misspelling) to confuse consumers into thinking a knock-off site or knock-off product is the real thing. So a knock-off law firm might sign up for www.shiffhardtin.com (a secondary domain name within the .com gTLD). Over time, however, national and international mechanisms have developed to help brands fight such actions, including anti-cybersquatting legislation in the United States and the relatively streamlined domain name dispute resolution processes available through the World Intellectual Property Organization and others.

What ICANN is about to implement is much bolder. It will let virtually any word, in any language, become a generic top-level domain. For a multi-brand colossus with a global profile, the chance to use its name as a gTLD, gathering in all its Web sites to that gTLD and at one swoop barring registration of its name for Web sites in other generic or country code top-level domains, may be attractive. For many brands, however, the primary concern will remain to deflect and defeat targeted online rip-offs by knock-off operators. These brands won’t care if someone registers “.fourinchheels” as a gTLD, but they will worry if someone uses their brand name in a secondary domain name to set up a knock-off website on “.fourinchheels.”

Going for the gTLD

Because first class usually boards first, let’s first consider the brand which can afford to establish its own gTLD. Canon and Hitachi are said to be considering this option.
Beginning at a minute after midnight Greenwich Mean Time on January 12, 2012, such a brand can pay ICANN an application fee of US$185,000. The window to apply to register, say, “.swisswatch” closes on March 29, 2012. (If you also want to register “.swisswatches,” though, you’ll have to make another application — and pay another $185,000 fee.) Paying the fee gets you the right to complete an application, in which you’ll have to provide general information and show financial capability as well as both the technical and operational capability to run the gTLD you seek. You’ll also have to pay fees to defray ICANN’s cost of evaluating your application — starting with a US$5,000 deposit per application.

ICANN will post gTLD applications for public comment. Anyone — competitors, counterfeiters, jilted boyfriends — can make public comments. Evaluation panels will assess these comments (including verifying their accuracy). If the comments impact the evaluators’ scoring of an application, they may ask the applicant to comment, but this is wholly at the discretion of the evaluation panel.

There also will be a period for the submission of formal objections to the application. Only certain participants will have standing to lodge formal objections, and there will be only four kinds to make: a string confusion objection; a legal rights objection; a limited public interest objection; and a community objection. For the most part, only the first two are relevant to our discussion.[4]

Within the first eight weeks, ICANN will perform a check for the “administrative completeness” of applications. Once ICANN clears gTLD applications as administratively complete, would-be objectors will have two weeks to go to an approved dispute resolution service provider to file formal objections after paying a fee. (The applicant will get to pay fees, too.) One commentator has estimated the range for these dispute resolution fees at from $20,000 to $100,000. Applicants met with objections will have the right to reply. ICANN figures the formal objection stage will last seven months.

### String objections
Adding large numbers of gTLDs is new territory, and no one is entirely certain how it will affect the stability of the Internet domain name system. Beyond that, some proposed gTLDs may interfere with others – imagine if both the car company and the presidential library applied for “.ford”. An ICANN panel will create groupings of “strings” that present such issues and assess them together. These string issues will stay on hold until each application that has been gathered into a given string grouping has made it through both evaluation and other dispute resolution. If nothing else works, who wins among competing strings will be determined by an auction among the competing applicants, with the proceeds going to ICANN.

ICANN thinks the string contention resolution process could take from two and a half to six months. For some technical issues that go to the security or stability of the DNS, ICANN will permit an extended evaluation period, expected to last up to five months.

### Legal rights objections
If someone applies for a gTLD that is the same as your trademark, you will have standing to make a legal rights objection. The objection will be resolved by one of the ICANN-approved dispute resolution services providers. The test will be whether the applied-for gTLD “takes unfair advantage of the distinctive character or the reputation of the objector’s registered or unregistered trademark or service mark . . . or unjustifiably impairs the distinctive character or the reputation of the objector’s mark . . . or otherwise creates an impermissible likelihood of confusion between the applied-for gTLD and the objector’s mark.”

### Government gripes
In addition to public comments and formal objections, governments also can communicate concerns about how gTLD applications relate to “national laws.” ICANN says applicants should consider any government comments they receive carefully and try to address the concerns raised. If a government is worried enough by an application, it can try to get ICANN’s Government Advisory Committee (“GAC”) to issue a GAC Early Warning Notice about an application.[5] These should be taken seriously because they can lead to a formal objection or the even-weightier GAC Advice on New gTLDs. Indeed, ICANN deems a GAC Early Warning Notice so serious that if the applicant thereafter wants to abandon its application, ICANN will refund part of the applicant’s deposit fee. Certain proposed gTLDs involving geographic names (“.nyc”) also may require approval from the relevant national government. If the governments gang up on you, and submit the dreaded GAC Advice on New gTLDs, you will get no opportunity to respond, and there will be a “strong presumption” that your application should be rejected—in fact, an explanation will be required if it isn’t.

### Evaluation
Once the application clears ICANN’s administrative completeness check, it moves to initial evaluation. The two major components of evaluation are string similarity review and vetting the applicant entity’s *bona fides.* String similarity addresses visual similarities between the applied-for gTLD and existing TLDs, reserved names, applied-for gTLDs and ccTLDs, among others, which could affect security or stability of the DNS. So a broadcaster’s
application for ".tv" will lose out to the existing ccTLD for the Pacific island nation of Tuvalu. If an application fails string similarity review because it is too similar to an existing gTLD, that’s the end of the story. If it is found to be too similar to another applied-for gTLD, the two will be placed in a string contention set to work or bid it out. An important consequence is that any gTLD granted based on applying in early 2012 will not be subject to string contention challenges from any gTLD application made thereafter.

As part of the vetting process, ICANN will do background screening on the applying entity (sorry — no individuals or entities not yet formed will be allowed as applicants) as well as the people named in the application. For background checks, ICANN can consider information it gets from any source; applicants have no opportunity to challenge the information or to confront the source.

Are we there yet?
Almost. Before “delegation of the applied-for gTLD into the root zone” (ICANN speak for activating the new gTLD), you’ll have to execute a (non-negotiable) registry agreement with ICANN and undergo a technical test to validate the application information about your technological qualifications. This testing is conducted in ICANN’s sole discretion, so there’s no recourse if you flunk. ICANN thinks this last stage will take about two months.

So, after up to 22-28 months, at most, and spending US$190,000 in fees — at least, but possibly much more (and that doesn’t count your IT or legal costs) — you may have a new gTLD. If you do, you’ll have all the responsibilities that come with being the registrar of an existing gTLD. You also will be responsible for additional fees to ICANN, at a minimum rate of $25,000 annually for ten years — more, if your gTLD attracts lots of secondary domain name registrations.

For the Rest of Us?
The lesson for the much larger group of brand owners who do not aspire to operate a gTLD of their very own, but merely to prevent exploitation by knock-offs, is to be alert to gTLD and secondary domain name filings. For the former, remember the legal rights objection, which can prevent your brand from becoming someone else’s gTLD.

For secondary domain names, an important source of protection is the registry agreement the operators of new gTLDs must sign with ICANN. As matters stand, it will require the gTLD operator to run certain tests for any proposed secondary domain name. This will be done by comparing proposed secondary domain name registrations with a master Trademark Clearinghouse, to be populated by the mark owners.

A weakness of the approach ICANN takes is that there must be an “Identical Match” between the trademark and the proposed secondary domain name, with some minor exceptions. If your trademark is for Coca-Cola, and the proposed secondary domain name is cocacola.sodas, the knock-out comparison will ignore the hyphen and treat the two as identical; but if your trademark is for Dorito and the proposed domain name is doritos.snacks, it won’t be flagged as a problem. This may be a particularly acute issue where the gTLD is in a language not using a Roman alphabet (such as Chinese, Cyrillic, Japanese or Arabic) and translation gets less literal.

Although unregistered trademarks can be raised in a legal rights objection, the Trademark Clearinghouse will include only registered word marks and word marks validated or protected by a court, statute or treaty, among others. Here, we suggest that clever brand owners may have the means to expand the automatic protection they get by compiling and submitting existing court decisions validating or upholding their trademarks to have them included in the Clearinghouse.

The first batch of new gTLD applicants in early 2012 will be kept to 500 in number, and ICANN expects the first batch evaluation process to take five months. Subsequent batches will be kept to 400. ICANN says it does not expect to activate more than 200 to 300 gTLDs annually, with a flat cap of 1,000 a year. If you miss the first round, ICANN says it hopes to begin the next gTLD application round within a year of the close of initial applications in 2012 — that is, by late March, 2013.

[2] At the end of 2011, several Congressional committees held hearings on the new gTLDs process and the FTC also expressed concern, but it does not seem any action to delay it will result.
[3] The International Corporation for Assigned Names and Numbers (“ICANN”), the folks who maintain the global right-of-way for the Internet, recently approved “.xxx” as a gTLD for adult entertainment.
[4] A very edgy brand seeking a gTLD potentially could face a limited public interest objection if perceived to be inciting child sexual abuse or child pornography. Brands that have had issues with allegations of using involuntary workers also might face such objections.
[5] The potential scope of these Early Warning Notices is breathtaking. ICANN’s 352-page not-yet-final September
19, 2011 applicant guide quotes GAC as saying that strings “that could raise sensitivities include those that ‘purport to represent or that embody a particular group of people or interests based on historical, cultural or social components of identity, such as nationality, race or ethnicity, religion, belief, culture or particular social origin or group, political opinion, membership of a national minority, disability, age and/or a language or linguistic group’” and “‘those strings that refer to particular sectors, such as those subject to national regulation (such as .bank, .pharmacy) or those that describe or are targeted to a population or industry that is vulnerable to online fraud or abuse.’” Query if ICANN will regard that last category as including counterfeiting and knock-offs.
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